
INFORMATION SECURITY POLICY 
 

 

[27001-5.2] [27001-8.2] [27001-8.3] 

Information security is a core value in all activities of the company and has one of the biggest priorities in 
everyday business. 

The ultimate goal is to prevent any information-related incident and reduce the critical risks year after 
year.  

This attitude embraces proactive hazard identification and risk analyses and management with the aim of 
eliminating or at least mitigating risks or potential hazards. 

The information security policy is communicated to all levels of the organization and internal parties also 
to achieve the required awareness of adherence to all legal requirements and standards. 

All our employees and leaders are to openly cooperate with the information security auditors and the 
Information Security Officer and Personal Data Protection Officer. 

All our employees and leaders are to cooperate with the Information Security Committee, IT, and Legal, 
departments to achieve continuous improvement. 

Information security requirements are the responsibility of all personnel, and it is the duty of all 
personnel to comply with this policy to strive to both maintain and improve security requirements at 
every opportunity. 

In the event of an information security problem, please contact us (email) to the 

• info@aimotive.com 

 

The management of AImotive Ltd is committed to information security by implementing the Information 
Security Policy. 
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